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ABSTRACT

Recently, Metaverse is gaining prominence within the field of radiology due to
its potential to revolutionize image visualization. Radiologists can harness its ca-
pabilities to access dynamic, highly detailed results, thereby enhancing diagnostic
precision. Digital twins, at the core of the Metaverse, are digital replicas of real-world
objects and entities. They serve as the foundational building blocks, enabling the
creation of virtual counterparts for everything within the Metaverse. To ensure the
reliability of these digital twins, blockchain technology offers a multi-dimensional
data storage solution, reinforcing data integrity and trustworthiness. It is used to
ensure a transparent and 3D visualization of each communication and interaction for
further looking up any criticality if present in the network. With the rapid increase
in value and volume of data, the evolution of metaverse faces number of privacy
and security concern. Further, the metaverse in Industry 4.0 is trending topic that
further needs to focus on their security challenges at its initial stage. Fortunately,
blockchain is considered as one of the significant solutions.
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1. Introduction

Metaverse is considered as the future of Internet where an immersive and universal
virtual world, facilitated by the Augmented Reality (AR) and Virtual Reality (VR),
coexist (Wohlgenannt et al., 2020). The metaverse is termed as a virtual environment
where physical world overlaps with the virtual surroundings where people converse
through digital avatars.

The rapid progress in automation and digitalization have led to a significant
growth in various applications by creating new channels for rendering the efficient



and effective communications. The metaverse influences multiple technologies in
several applications such as Healthcare sectors, smart cities, Industry 4.0, intelligent
transportation system to provide new directions for exploring high-data rate services
and communications. Recent applications involve new mechanisms for promoting
and ensuring an effective communication without human intervention.

Industry 4.0 (Ghobakhloo, 2020) is considered as one the significant determinant
of metaverse for ensuring physical, general, mental and social well-being of the en-
tire population in the world. The major objective of Industry 4.0 is to channelize
the efforts towards a number of activities that restore, promote, improve and main-
tain the communication services. It also contributes massively towards significant
development in country industrialization and economy.

The metaverse may also helps the manufacturers to look into any defect or repair
of a machine instead of manually looking and putting your life into danger. The
use of digital twins in the metaverse will keep the manufacturers well engaged and
informed before any mishap wherein manufacturers, stakeholders and vendors are
integrated to develop a digital simulation of the industry (Guo et al., 2021; Prinsloo
et al., 2019). Digital twins are defined as the building blocks of the metaverse by
creating digital replica of every single object in the metaverse (Clim, 2019).

1.1. Need of Security in Metaverse

Though the combination of various characteristics provides a new level of commu-
nication and mapping among the real and digital world, it also makes the present
privacy and security issues in more critical ways (Mystakidis, 2022; Y. Wang et
al., 2022). Security issues include hacking personal and sensitive information leak-
age through Brain Computer Interface (BCI), where intruders may hack the real
world by connecting it through the metaverse. In addition, the main characteris-
tics of the metaverse not only provide a fantastic or novel digital world but also
make it suffer from several security and privacy concerns, such as broken authen-
tication, eavesdropping, personal information leakage, data injection, unauthorized
access and so on. Metaverse is in its early stage and needs to focus on several se-
curity concerns (Anthes et al., 2016; Kniaziev, 2017). Therefore, it is needed for
engineers, entrepreneurs, and researchers to understand and discuss the impact of
upcoming resolutions. Though various researchers/scientists have proposed several
security methods and trusted schemes, they all focus on reliability, optimization,
and network performance enhancement metrics such as throughput, delay, informa-
tion loss, etc. Implementing security methods while sharing, decision-making, and
ensuring accuracy and transparency in the system is still in its early stages.

The concept of blockchain in the metaverse is fundamental as the centralized
data storage and its analysis mechanisms may cause several privacy, security, and
data transparency issues in the network (Yaga et al., 2019). The blockchain in the
metaverse makes a decentralized digital source and lets people access or share any
information without the involvement of any centralized authority. The decision-
making and high-quality authenticity will be much easier using blockchain (X. Li
et al., 2020).

Figure 1 depicts the overview of blockchain-assisted industry 4.0 (L. Li et al.,
2018) in the metaverse, which ensures a secure and efficient communication pro-
cess. The depicted Figure 1 illustrates Industry 4.0 application in metaverse where
the communication process. At the same time, manufacturing, shipping, supply
chain, recording, and analysis of information can be easily traced and maintained
through blockchain by further storing it on online servers. In addition, the complete
blockchain-assisted system can be merged with the metaverse in order to provide
efficient communication with reduced costs and efforts.

1.2. Motivation

By introducing virtual technologies in a real-world environment, the metaverse goal
is to provide excellent user interaction and experience for people or business or-
ganizations in a virtual world by interconnecting the physical world virtually. In
addition, the metaverse can gather personal and sensitive information such as data
recordings, generations, analysis, raw material data, data storage, etc. The informa-
tion from such recordings is unsafe in the virtual world as several persons interact
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Figure 1. Schematic of Metaverse in Industry 4.0.

and communicate, thus causing increasing interference. The number of intruders
may imitate the users for stealing the personal information of individuals or even
compromise the IoT devices in the network. Further, by considering the case of
Industry 4.0, where the electronic generation of information having personal and
sensitive information related to raw materials, shipping orders, manufacturing, and
securing such information from external attackers or breaches at distinct levels is
considered as one of the challenging tasks.

1.3. Our Contributions

This manuscript aims to propose a transparent and secure communication process
in Industry 4.0 through blockchain and fuzzy evaluation matrix (FEM) based on
the trust mean aggregate method, and we discuss its various potential applications.

In this paper, Kang et al. have considered the contract theory (Kang, Xiong,
Niyato, Xie, et al., 2019; Kang, Xiong, Niyato, Ye, et al., 2019) an accurate and
efficient security mechanism used for predicting vehicular transmission situations.
We have used this approach to predict an accurate decision-making task, analyze
records generated by the real-world environment, and map it with the virtual world.
The proposed mechanism is validated against security concerns such as broken au-
thentication, eavesdropping, personal information leakage, data injection, and unau-
thorized access.

Below, we briefly explain the contributions of our study in two points:

• A Fuzzy Evaluation Matrix based on the Trust Mean Aggregation Scheme mechanism is used
to predict the FEM accuracy of devices in the network. In addition, FEM is used for predicting
accurate decision-making and analysis of records generated by the system;

• The blockchain technology is integrated with FEM to maintain transparency among devices in
the network.

• By combining the devices’ fuzzy trust value and blockchain mechanism, the proposed mech-
anism is validated against a traditional approach when considering various security metrics,
including broken authentication, eavesdropping, personal information leakage, data injection,
and unauthorized access.

The overall structure of the paper is discussed as follows. Section 2 deliberates
the literature survey of various approaches proposed for ensuring a secure and effi-
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cient communication mechanism in metaverse systems. The proposed mechanism is
discussed in Section 3 with the proper pseudocode and the system model. The per-
formance analysis for validating the proposed framework is discussed in Section 4.
Finally, conclusions are drawn at the end of the paper.

2. Related Work

To provide excellent user interaction and gain experience in integrating the vir-
tual world with the real-world environment, it is necessary to establish an efficient,
secure, and transparent communication system. This section illustrates various se-
curity schemes and methods proposed by researchers and scientists for providing a
secure metaverse system using cryptography-based schemes. Chen et al. (Chen et al.,
2022) have presented several security concerns for developing technologies related
to the metaverse. They have discussed security-related issues in various metaverse
applications and suggested some solutions. The authors have also raised several
open challenges in the potential metaverse, surveying in-depth issues on security
and privacy risks and providing insightful directions for further research.

Huang et al. (Huang et al., 2023) have discussed the characteristics of the meta-
verse by categorizing them into various sectors. The authors have discussed current
progress along with some privacy and issues concerns in the metaverse. They have
addressed potential issues raised after combining these characteristics and intro-
duced some concerns related to humanity and society in metaverse applications.
Chengoden et al. (Chengoden et al., 2023) have provided a comprehensive survey
on healthcare issues in the metaverse. They have emphasized various security issues,
the state of the art, related projects, enabling technologies, and potential applica-
tions. The authors have discussed metaverse adoption issues, plausible solutions, and
future research directions. Fu et al. (Fu et al., 2022) have discussed the development
characteristics, trends, and frameworks of the metaverse. Additionally, they have
illustrated existing work on the metaverse using blockchain by examining challenges
and applications. Furthermore, they have summarized metaverse applications by
emphasizing various developments in metaverse security fields. Moreover, they have
discussed challenges, open issues, and future directions. Huamanchahua et al. (Hua-
manchahua et al., 2022) have reviewed immersive technology in the field of Industry
4.0. They discussed implementation aspects and investigations on various platforms,
devices, and software to compact the S3 models. Nguyen et al. (Nguyen et al., 2022)
have proposed a Meta-chain blockchain-based architecture for addressing security
concerns in metaverse applications. The proposed framework efficiently manages
and automates interactions with providers and metaverse users. Additionally, the
authors have used a novel sharing mechanism to improve blockchain scalability.

Lippet et al. (Lippert et al., 2021) have presented metaverse design by adopting a
global approach to communication. They have proposed an AI-driven model by de-
ploying model-based systems in the future. The authors have further offered various
open research questions that academia must address to further improve communi-
cations in the future metaverse. Kim et al. (Kim & Oh, 2022) have investigated
the challenges and opportunities of the metaverse in mobility and automotive fields.
They have explored the metaverse structure, concept, and technical requirements of
networking and wireless communication systems. The authors have also illustrated
and proposed various ideas for industries by analyzing their challenges and oppor-
tunities. Bansal et al. (Bansal et al., 2022) presented the first comprehensive survey
examining metaverse developments in healthcare applications. They have covered
various domains to profoundly understand the concept. The authors have developed
a self-sustained, persistent, and future-proof solution for the medical healthcare sys-
tem, highlighting various challenges in embracing the metaverse in the healthcare
sector. Zonaphan et al. (Zonaphan et al., 2022) have illustrated a systematic review
for discovering learning in the metaverse. The authors have concluded the effective
learning tools of the metaverse by defining their advantages. They have discussed
various limitations in tools that support the metaverse and have maximized the full
advantage by handling multiple limitations of the learning platform. Dutkiewicz and
Nguyen have developed an effective and efficient framework based on a semi-Markov
model and decision process on intelligent systems. The authors have proposed an in-
telligent algorithm for maximizing resource utilization and enhancing the quality of
service for end-users. Table 1 summarizes the main security solutions for metaverse
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applications.

Table 1. Recent work on Security in Metaverse Application

Authors Technique Definition Limitation
Chen et
al. (Chen
et al., 2022)

Development
of technologies
related to
metaverse

Various applications of meta-
verse with the scope of some
solutions.

Delay in real
time analysis

Huang et
al. (Huang
et al., 2023)

Characteristics
of metaverse

current progress along with
some privacy and issues con-
cerns

Online over-
head

Chengoden
et al. (Chen
et al., 2022)

Comprehensive
survey on
healthcare
issues

Emphasized on various secu-
rity issues, state of art, related
projects

Calculation
delay

Lippet et
al. (Lippert
et al., 2021)

design of meta-
verse

proposed a AI-driven model
by deploying the model-based
systems

Communication
latency

Kim et al.
(Kim & Oh,
2022)

investigated
the challenges
and oppor-
tunities of
metaverse

Explored the metaverse struc-
ture, concept and technical re-
quirements

Higher trust is-
sues

Zohaphan
et al. (Zon-
aphan et
al., 2022)

Illustrated a
systematic
review for
discovering the
learning

Concluded the effective learn-
ing tools of metaverse

Computational
latency

Overall, despite researchers projecting various mechanisms and schemes, most
of them focused solely on computational and storage overhead issues. Furthermore,
very few have focused on providing a secure communication mechanism. This pa-
per presents a secure and trusted communication system while reducing computa-
tional and storage overhead in the environment. Additionally, although numerous
ML-based cryptographic mechanisms are already proposed by several scientists, ex-
isting mechanisms lack accuracy, storage overhead, and key management (Lakhan,
Mohammed, Abdulkareem, et al., 2024; Lakhan, Mohammed, Zebari, et al., 2024;
Mohammed et al., 2024). The proposed mechanism integrates the Fuzzy Evaluation
Matrix with a trust-based scheme to analyze the internal working of communicating
devices accurately with less delay and storage overhead. Furthermore, a blockchain
mechanism is used to ensure real-time security in processing and information pro-
cessing.

3. Proposed Approach

The system model of the proposed framework is presented in Figure 2, having sev-
eral devices for performing various tasks such as manufacturing, shipping chain,
recording, analysis, and supply chain. The proposed framework uses blockchain and
fuzzy evaluation matrix (FEM) to ensure a secure communication framework with
transparency, high reliability, and prediction. The fuzzy evaluation matrix can effec-
tively recognize malicious IoV devices’ involvement by analyzing the network’s trans-
mitting information. The trust value computation analyzes the generated/collected
reports from each IoV device and records the accuracy and reliability of the trans-
mitting information. Here, the FEM mechanism is used to examine the reports in
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the network. In addition, the blockchain maintains surveillance on the devices by
ensuring a transparent communication framework. The detailed explanation of FEM
and blockchain in Industry 4.0 is texted below.

Figure 2. Proposed Security Framework.

3.1. Fuzzy Evaluation Matrix based on Mean Aggregation Scheme

Numerous cryptographic schemes have been proposed by various researchers and
scientists; however, these schemes increased storage overhead, key management over-
head, or computational complexities while ensuring security in the network. Trust-
based mechanisms such as subjective logic, direct indirect method, recommendation
system, fuzzy evaluation matrix (FEM) can be easily replaced by cryptographic
schemes to avoid the above said limitations. The proposed framework uses a trusted
scheme such as FEM that provides accurate decision-making in real-time. The FEM
matrix is accurate compared to other trusted schemes as device trust is not only
computed by a single device but is dependent on, analyzed, and evaluated based on
their neighbors’ trust evidence by checking their past history progress.

To validate whether the devices are analyzing, gathering, and recording the in-
formation properly, the accuracy, decision-making, and precision of the data are
analyzed using FEM. The trust of the computed device not only depends on the ev-
idence but also affects or influences the neighboring devices to rely on the computed
trust, which further affects the authorization accuracy. The evidence of trust set as
TrustE can be defined as:

TrustE = e1, e2, ...ex (1)

Where e1, e2, ...ex are the trust evidences from various devices. In addition, the
trust degree Trustdegree of each evaluated level set is illustrated as follows:

Trustdegree = d1, d2...dy (2)

Where d1, d2...dy is the degree of trust from various devices.
The fuzzy evaluation matrix is identified after selecting the Trust evidence (TE)

and Trust degree (TD) as FEM = (ηij)xy, which is defined as the membership
degree of TEi to TDj . Now, after selecting the trust degrees and trust levels of each
communicating device in the network, the weights are assigned to each device for
identifying the entropy or communicating behavior of nth evidence as follows:
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TEn =
−1

lny

y∑
j=1

ηij ln(ηij) (3)

ηij ln(ηij) = 0, ηij = 0 (4)

The weight values are further derived from TE as:

Wn =
1− TEn

n−
∑x

i=1 TEn
(5)

Where Wn is within [0 − 1] and σTEn = 1 (J. Wang et al., 2017). To correct
the weight vectors for further improving the accuracy, the weight vector (WV) is
defined as:

WVx = w1, w2, ....wx (6)

Where w1, w2, ....wx are the weights of the different devices.
Now, the computation of trust based upon evidence-set values is defined as the

quantization level. Trust degree of each evaluated level set as Trustdegree corre-
sponding to quantization value set QL is illustrated as:

QL = q1, q2, ...qx (7)

Where q1, q2, ...qx represent the quantization value of the different devices.
Now, based upon evidence level and trust degree factors (J. Wang et al., 2017),

the present device trust value can be computed as:

TPR =

∑q
p=1 QLn × EVn∑q

p=1 EVn
(8)

The evaluation vector EVn = ev1, ev2, . . . evm is derived from the compound
operation concerning weight vector WV and matrix M . The average trust value of
each device based upon its history is defined as:

Tprevious =
1

z

z∑
f=1

TPRfϕ(f) (9)

Where f belongs to [1, z], where ϕ(f) is an attenuation function to reduce the im-
pact of earlier records of trust history while computing the trust value. The complete
trust value after checking their evidence and previous records is defined as:

Tcomplete = αTPR + βTprevious (10)

Where α + β = 1 depends on specific conditions. Now, as each device D has n
different sources of information for suggesting the trust value of an unknown quantity
K. The device D should aggregate the obtained values from multiple sources. Now,
if each source s reports value Cs as a convinced value for K and D trusts each s
with complete trust value Tcomplete, then the aggregation result CD, i.e., the value
that D believes for K is defined as:
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CD =

∑n
s=1 Tcomplete × CD∑n

s=1 Tcomplete
(11)

3.2. Blockchain Incorporation

The proposed framework integrates a private blockchain mechanism as a backend
by keeping the information private and sensitive to compete with rival industries. A
private blockchain is one where storing, accessing, and modifying any single piece of
information is attained at various levels without sharing among each other without
the permission of an administrator. Here, a separate blockchain is maintained for
multiple processes, such as storing records, manufacturing products, and delivering
items. All blockchain networks are monitored and maintained by the administrator.
Furthermore, the blockchain is integrated with the proposed framework by relying
on Java where blockchain creation, insertion, and validation are implemented easily.
The blockchain contains the creation module responsible for creating each block
using its previous and current hashes. Additionally, for information insertion, devices
can add several records in the network. Here, we have inserted raw material to
analyze its efficiency.

Furthermore, newly added blocks are maintained through miners for proper ver-
ification and validation. If miners successfully verify the block, then the block is
considered ideal or altered. Initially, a block of 4 ledgers is implemented using a
hyper ledger where each block contains the product record with their respective
hashes. The ledger grows faster and faster as devices generate large amounts of in-
formation and store it within the database. Altered devices are equipped with the
ability to alter or delete information. The simulated results depicted the efficiency
of the proposed mechanism in the presence of altered devices.

Algorithm 1 Trusted and accurate decision during transmission

1: Input: A network ‘N’ having ‘d’ number of devices separated into two different
categories, i.e., legitimate and malicious

2: Output: System is able to take decisions accurately
For each ‘d’ 1 to ‘n’ do

3: Compute the behavior of each communicating device using the indirect method
4: Call FEM and Trust Mean Aggregate ()
5: if device ‘d’ is legitimate then
6: FEM

Tcomplete = αTPR + βTprevious (12)

Where α+ β = 1 depends on specific conditions.
7: Trust Mean Aggregation

CD =

∑n
s=1 Tcomplete × CD∑n

s=1 Tcomplete
(13)

8: System can take accurate decisions and predict the surroundings
9: Call Blockchain ()

10: else
11: device ’d’ is malicious
12: end if
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4. Performance Analysis

To date, the literature in the field has not projected a FEM and blockchain way to
analyze the behavior of each device. Here, we have formulated a mathematical trust
mean aggregation method to identify the legitimacy of each device. In addition, to
analyze the proposed framework, the system is validated on the network having a
simulation area of 900× 900 using MATLAB considering 25 number of devices.

4.1. Baseline solutions

The proposed mechanism is validated against two conventional approaches proposed
by (Huamanchahua et al., 2022; Nguyen et al., 2022). Huamanchahua et al. (Hua-
manchahua et al., 2022) have reviewed the immersive technology in Industry 4.0.
They discussed the implementation aspects and their investigations on various plat-
forms, devices, and software to compact the S3 models. Nguyen et al. (Nguyen et
al., 2022) have proposed a Meta-chain blockchain-based architecture for address-
ing the security concerns of metaverse applications. The proposed framework ef-
ficiently managed and automated interactions with their providers and metaverse
users. In addition, the authors have used a novel sharing mechanism for improving
blockchain scalability. Now, in order to validate the proposed approach with existing
approaches, (Huamanchahua et al., 2022) is denoted as Baseline Approach 1 (BA1),
(Nguyen et al., 2022) is represented as Baseline Approach 2 (BA2), and the proposed
approach is denoted with PA.

4.2. Results and Discussion

The FEM is used for accuracy that is measured through various devices. Each de-
vice selects a FEM item (Pk, Dk−1) to verify and sign the recorded behavior opinion
from k device. The resource unit cost c′ = 1 corresponds to a very low device. In
addition, the manufacturing speed and resource cost are directly proportional. The
ideal manufacturing process with continuous consumption of resources ensured an
efficient and secure communication process. The proposed phenomenon is simulated
over broken authentication, eavesdropping, personal information leakage, data in-
jection, and unauthorized access. In addition, depending on the above dataset and
the chosen performance metrics, the simulation parameters are defined in Table 2.

Table 2. Simulation environment of the proposed framework.

Parameters Values
Simulation Time 120s
Devices Type dynamic
Grid Area 900m × 900m
Number of Devices 10-50
Wireless Radio Range 20 mm
Weight values α = 0.6, β = 0.4
Rate of compromised IoV [5, 50]%
Comparisons Protocols Blockchain, FEM and trust mean aggregate
Devices Type Legitimate and Altered
Dataset Division Advertising, Social, Health science
Physical layer PHY 802.11

Figure 3 depicts the utility comparison among various IoT devices as type 0
(ideal), type 1 (altered), type 2 (highly altered), and type 3 (sensitive). Each device
records the behavior using FEM and submits to device for identifying the accuracy
of trust prediction. It shows better results compared to existing approaches thanks
to the trust-based service composition using FEM.

Figure 4 depicts the eavesdropping while transmitting the information among
devices. The proposed mechanism represents the efficiency by applying FEM as
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Figure 3. Utility Comparison among Baseline Approaches and Proposed Approach

communicated devices are measured accurately and predicted according to their
behavior.

The blockchain integration with FEM provides a transparent and an efficient
security solution that resists eavesdropping threats easily compared to existing so-
lutions. The blockchain monitors the entire network and verifies each device on each
communication to provide a trusted and secure environment.

Figure 4. Eavesdropping Comparison between Baseline Approaches and Proposed Approach
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Figure 5 presents the personal information leakage graph in which the devices
having legitimacy accurately transmit the information where they can be further
compromised or altered depending upon time. The proposed framework outper-
forms the existing approach thanks to the blockchain that inspects and ensures
transparency among devices while communicating with each other. A single alter-
ation in information may alter the entire blockchain network and can be easily traced
by the remaining devices in the network.

Figure 5. Personal Information Leakage among Baseline Approaches and Proposed Approach

Figure 6 and 7 represent the data injection process and unauthorized access. In
depicted Figure 6, the intruders may easily inject malicious information and legiti-
mate data while sharing in the network by compromising the devices. The possibility
of data injection in the proposed approach is significantly less compared to existing
approaches. In addition, The presented Figure 7 shows that the information can
be accessed without authorization in the network using existing approaches com-
pared to the proposed mechanism. The proposed mechanism outperforms the exist-
ing phenomenon in both graphs because of the trust mean aggregate and blockchain
mechanism process.

4.3. Summary

The security for the industrial communication process considering metaverse ap-
plications is validated and verified against trusted schemes such as blockchain and
FEM. The proposed approach is validated against utility, eavesdropping, information
leakage, and data injection metrics in comparison to conventional approaches. The
results of the proposed approach in all the metrics are significant compared to exist-
ing approaches. Further, the proposed mechanism significantly measures intruders’
alteration during the transmission of information in the network. Any alteration or
compromise of legitimate devices can be easily handled and identified at the initial
stage of the communication process. The proposed scheme is further analyzed over
accuracy rates measured against existing and proposed approaches through a ta-
ble. The accuracy rates of baselines and proposed algorithms are further presented
in Table 3 The out-performance of the proposed mechanism is the integration of
fuzzy matrix along with blockchain technology. The fuzzy matrix that computes
the legitimacy of each device depending on their trust and internal behavior with-
out increasing the delays and key management overheads in the network. Further,
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Figure 6. Data Injection Comparison among Baseline Approaches and Proposed Approach

Figure 7. Unauthorized Access Comparison among Baseline Approaches and Proposed Approach

transparency is ensured by providing the blockchain of legitimate devices that keep
surveillance and blocked in case of any alteration in the information.
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Table 3. Accuracy Percentage

Baseline Approach Algorithms Accuracy Percentage
BA1 Software-based S3 model 89%
BA2 Blockchain-based architecture 92%
PA Blockchain-based FEM 94%

5. Conclusions

This paper aims to propose a secure and efficient blockchain mechanism in Industry
4.0 enabling metaverse environment using fuzzy evaluation matrix (FEM) and trust
mean aggregation. The FEM is used for predicting accurate decision-making and
analysis of records generated by the system. The proposed mechanism is simulated
against various security measures and outperforms different security metrics. The
out-performance of the proposed framework compared to the existing methods is due
to FEM for accurate decision processes and blockchain mechanism for continuous
surveillance. The proposed mechanism showed an approximate 94% improvement
in terms of authentication, accuracy, and validation of legitimate devices compared
to conventional approaches. Further, besides the real-time testbeds, the dynamic
behavior of the mechanism can be further analyzed and measured compared to
various security concerns in future works.
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